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Social Networking / Instant Messaging
      



Some advice for staff working with children

Please refer directly to your school Social Media Policy / Behaviour Policy and follow any relevant incident flowcharts when dealing with incidents.
If you are a member of school staff and are using Social Networking or Instant Messaging:
· Familiarise yourself with your schools Social Media / Behaviour Policy and guidelines. Follow them to ensure compliance.

· Model good behaviour - school staff should teach and model expected behaviour and positive relationships.

· Think before posting. Very few sites are 100% private, and information is often shared online beyond your control. It's very difficult to remove something from the internet permanently.​

· Do not correspond with pupils/parents or have them as your friends/contacts.

· Do not have a public social media presence. 
· Regularly review and update your privacy settings to control who can see your posts and personal information. 
· Be aware that some photographs you share may still be available publicly, even if you use the highest privacy settings
· Consider the way your name appears on your account to reduce the chance of unwanted attention from e.g. pupils / parents. 
· Avoid posting specific details about your school and your role on social media profiles
· Don’t include personal details such as email addresses or telephone numbers in your social media profiles.
· Be aware that your friends and family might not share your concerns. Ensure your settings allow you to approve ‘tags’ before they are posted. 
· Regularly search for your name and monitor your online presence.
· Speak to SLT before creating any dedicated teacher social media accounts.

You can find more advice about how to use social media safely on the NCSC Website
Check your privacy settings, using these Social Media Checklists
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